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	Reason for change:
	Based on the LS on IAB Authorization from RAN3 (R3-231010), there are different options of AMF behaviour when the IAB’s operation is not authorized:
· Option 1: the AMF rejects the IAB-UE’s registration or de-registers the IAB-UE.
· Option 2: the AMF initiates UE Context setup procedure or UE Context Modification procedure by providing IAB authorized indication with the value set to “not authorized” to the NG-RAN, but the IAB-UE is still registered.

According to RAN3’s agreement, R3-230945 and R3-230946 clarify IAB Authorized IE in UE Context Modification procedure in TS 36.413 as the following:
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the eNB shall
-	store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15]
-	store the UE Security Capabilities IE and take them into use together with the received keys according to TS 33.401 [15].
-	if supported, store the NR UE Security Capabilities IE and use it as defined in TS 33.401 [15]
-	store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in TS 36.300 [14].
-	if supported, store the Additional RRM Policy Index IE and use it as defined in TS 36.300 [14].
-	store the received IAB Authorized IE, if supported, in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the eNB shall, if supported, initiate actions to ensure that the IAB node will not serve any UE(s).
Therefore, it is proposed to update clause 4.3.32.2 of TS 23.401 to align with RAN’s agreements.

This document also removes the ENs that in fact were addressed already.
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* * * * Second change * * * *
4.3.32.2	System enhancements to support IAB
In IAB operation, the IAB-UE interacts with the EPC using procedures defined for UE. The IAB-node gNB-DU only interacts with the IAB-donor-CU and follows the CU/DU design defined in TS 38.401 [90].
For the IAB-UE operation, the existing UE authentication methods as defined in TS 33.401 [41] apply. For EPC, only USIM based methods are allowed.
Editor's note:	Security aspect is being studied by SA3, and the above will be revised and aligned after the conlusion of the study.
The following aspects of EPS are enhanced to support the IAB operation:
-	the Attach procedure as defined in clause 5.3.2 is enhanced to indicate IAB-node's capability to the MME:
-	the IAB-node provides an IAB-indication to the eNodeB when the IAB-node establishes the RRC connection. If the IAB-indication is received, the eNodeB selects an MME that supports IAB, and includes the IAB-indication in the INITIAL UE MESSAGE so that the MME can perform IAB authorization;
-	the UE Subscription data as defined in clause 5.7.1 is enhanced to include the authorization information for the IAB operation;
-	Authorization procedure during the UE attach procedure is enhanced to perform verification of IAB subscription information;
-	If the IAB operation is not authorized, the MME may reject the IAB-UE's attach request or detach the IAB-UE, or the MME may initiate UE Context setup/Modification procedure by providing IAB authorized indication with the value set to "not authorized" to the eNodeB, but the the IAB-UE is in the EMM-REGISTERED state. 
-	If the IAB operation is authorized, UE Context setup/modificiation procedure is enhanced to provide IAB authorized indication with the value set to "authorized" to eNodeB and IAB-donor gNB.
After attached or registered, the IAB-node remains in ECM-CONNECTED state if the IAB operation is authorized. In the case of radio link failure, the IAB-UE uses existing UE procedure to restore the connection with the network. The IAB-UE uses the Detach procedure defined in clause 5.3.8 to disconnect from the network.
* * * * Third change * * * *
[bookmark: _Toc131159500][bookmark: _Toc51762974][bookmark: _Toc51762491][bookmark: _Toc51762006][bookmark: _Toc45175976][bookmark: _Toc36134293][bookmark: _Toc27844135]4.3.32.3	Data handling and QoS support with IAB
Editor's note:	The protocol stack for the support of IAB EN-DC operation is still being discussed in RAN WGs. Reference to RAN specifications can be added later to reflect the protocol design.
Control plane and user plane protocol stacks for IAB operation are defined in TS 38.300 [xx].
* * * * End of changes * * * *
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